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How does a network forward traffic during BGP convergence?
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The traffic flow depends on the timings of the forwarding updates.
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Approach: estimate the timely duration of specification violations.

verification <= Which specification is violated?

— Can all routers reach 100.0.0.0/247

transient verification <= How long is the specification violated?

— When can routers reach 100.0.0.0/247?

transient violation time: predicted specification violation & its duration
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BGPSEER computes a time series of forwarding states.
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BGPSEER computes a time series of forwarding states.
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Using the sampled times, BGPSEER infers traffic flow intervals.
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How does a network forward traffic during BGP convergence?
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BGPSEER estimates the violation times with 85%-99% accuracy.
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